BE AWARE...

- Callers posing as employees from companies/agencies such as Amazon, PG&E, IRS, Social Security or are posing as law enforcement officers, stating you owe money or have warrants for you arrest
- Emails from companies/agencies such as Apple, Microsoft or COVID-19 related, asking for personal information or remote access to your computer
- Callers requesting money via wire transfer, money order or unconventional means, such as gift cards
- Callers pressing for quick action and insisting on secrecy and immediate payment
- Claims that hanging up will cause the issuance of an arrest warrant or service to be shut off
- Repeated or follow up calls in which the caller claims to be law enforcement or other agencies and their caller ID appears to be valid
- Threats of being criminally charged or arrested
- Any “Robocalls”

WHAT NOT TO DO...

- DO NOT GIVE ANY MONEY OR PERSONAL INFORMATION

WHAT TO DO....

- Hang up and contact the company/agency directly to verify the information
- If you become a victim of fraud or have a monetary loss, call your local police department

For more information visit the Federal Trade Commission’s website @https://www.consumer.ftc.gov/features/scam-alerts